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ABSTRACT In this research, a general survey model was used with the purpose of determining the opinions of the
students attending the Faculty of Education at a private university in Northern Cyprus on the subject of cyber
bullying. The participants of this research consisted of 200 students studying in in this faculty for the 2016-17
academic year. Also, a questionnaire developed by the researcher was used to obtain opinions. As a result of the
analyses conducted, it has been determined that approximately half of the students were bullied online and, when
cyber bullying occurred, nearly half of the students did not tell their parents. The students claimed that they found
it easier to speak to their teachers than their parents. It was understood that they found it easier to talk with their
friends if they experienced cyber bullying behaviours, rather than their teachers.

INTRODUCTION

Today, computer technology, which is spread-
ing throughout all areas of society, continues to
be rapidly developed with the introduction of many
new possibilities, such as fast access to informa-
tion, easy communication and sharing (Uzunboy-
lu and Karagozlu 2017). Science and technology
developments have instigated a new era (Ceker
and Ozdamli 2016; Prevalla 2017). The most impor-
tant feature of this age, which has been called the
information age, is the intensive use of informa-
tion technology and the importance of informa-
tion production, instead of material products
(Ozcan and Bicen 2016). In the societies that are
affected by these developments, individuals are
required to change their lifestyles in parallel and
must adapt to the changes that new technologies
bring (Hosseini 2016; Cahill etal. 2017).

The spread of technology and the use of the
Internet provides significant opportunities for in-
dividuals, as well as certain risk. For example, indi-
viduals are at increased risk of being disturbed by
others by phone or email, or their email passwords
may be decrypted by others. Cyber bullying
means the harm inflicted on another person by an
individual or group, through e-mail, mobile phone,
pager, text messaging service, defamatory web-
sites and defamation involving the use of infor-
mation and communication technologies. These

are considered to be deliberate, repetitive and
hostile behaviours (Kagan and Ciminli 2016).

The Internet is a powerful tool for education-
al purposes (Bagriyanik and Karahoca 2017).
Many websites provide information about bene-
ficial resources and events. Students are able to
utilize various online libraries to prepare projects
and can deepen their knowledge by following
international or national publications (Uzunboy-
luand Tugun 2016). While browsing web pages,
children are also at risk of viewing websites that
include pornography, drugs, alcohol, various
weapons, bomb making, forgery, and websites
that could steal personal information and are
naturally curious about viewing such material
(Mitchell etal. 2005; Yigit et al. 2007; Bicen and
Uzunboylu 2013).

The young generation, who constitute a vast
proportion of online population, use the Internet
to communicate with their friends, to access infor-
mation about their homework, to check sports re-
sults, and to improve their social life skills. The
Internet can be accessed at home, at school, or in
their friends” homes. Furthermore, a large majority
of young people are not supervised by their par-
ents when accessing the Internet. This unlimited
access provides young people with the opportuni-
ty to influence each other and they are exposed to
both positive and negative experiences, one of
whichis cyber bullying (Kirik 2017; Moessner 2007).
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Cyber bullying is regarded as harm inflicted
by an individual or group, through e-mail, cell
phone, pager, text messaging service, defamato-
ry websites and defamation involving the use of
information and communication technologies.
This is considered to be deliberate, repetitive and
hostile behaviour. Cyber bullying is an electronic
form of peer harassment (Aricak 2009; Tuna et al.
2016; Gray 2017).

Other terms that have been used for cyber
bullying, including “electronic bullying”, “ebul-
lying”, “mobile bullying”, “online bullying”, “dig-
ital bullying” and “Internet bullying” are also in-
cluded in the research. Research on has been
conducted on the subject of cyber bullying
through mobile phones, instant messaging, chat
rooms, pictures and video clips (by mobile phone),
mail, web pages (Brody and Vangelisti 2017).

Examples of Reported Cyber Bullying

Eighth grade student, Kylie, is an example of
a cyber bullying victim. A friend of the student
from another school sent a message to the hock-
ey team using Kylie’s online identity, which con-
tained content of a sexual nature. As a result of
this incident Kylie was forced to leave the school
and enrolled elsewhere (Broache 2006).

Denise from Los Angeles, aged 16, is another
example of a young person who has suffered from
cyber bullying. Denise’s mobile phone number,
e-mail address and home address were shared
online by her boyfriend. Even though her boy-
friend was subsequently arrested, this did not
prevent Denise from feeling desperate and dis-
turbed (Strom and Strom 2005).

With the widespread use of communication
technologies, cyber bullying is increasing. In a
study conducted in New Hampshire, United
States, it was found that six percent of young
people are bullied (Finkelhor et al. 2000). Pieper
and Pieper (2017) emphasized that increasing net-
work connectivity, text messaging, and the abili-
ty of students to easily access these systems will
enable cyber bullying to continue as classic mob-
bing behaviour. This will cause the problem to
continue to worsen.

The incorporation of many technologies on
the Internet permits users to maintain anonymity
while conducting cyber bullying, by using nick-
names or face masking (Levent and Taggin 2017).
Research is currently being conducted with the
aim of preventing the spread of cyber bullying.

MURAT TEZER

Many countries are attempting to combat cyber
bullying with the introduction of new laws and
policies. For the European Union countries, by
2016, a study report on the growth of this prob-
lem has been prepared. This study was commis-
sioned by the Commission on Civil Liberties, Jus-
tice and Home Affairs (LIBE Committee), to as-
sess the rapidly evolving phenomenon of cyber
bullying among young people and to address the
needs of the Directorate for Citizens’ Rights and
Constitutional Affairs for public action in this area
(LIBE2017).

Inthe United States, it is now illegal to irritate,
curse, threaten or repulse others through the In-
ternet or telephone. This behaviour is punish-
able by a fine or up to two months’ imprisonment.
Children who suffer from cyber bullying are en-
couraged to report this to a responsible person
with their help of their parents or teachers (Patch-
in and Hinduja 2000). Those who conduct such
acts will continue to do so if they do not receive
appropriate punishment.

The National Crime Prevention Council has
created online brochures aimed at young people
and their families to provide education on the pre-
vention of cyber bullying (NCPC 2014). As aresult
of the investigation, the National Crime Preven-
tion Council stated that cyber bullying is a prob-
lem that should receive attention. The council em-
phasized that the young people should report the
incidents to the authorities, make official reports
and help to bring the perpetrators to justice. Par-
ents, teachers and school administrators are en-
couraged to train young people on how to behave
appropriately in the electronic environment.

A study was conducted in the context of the
EU Kids Online project (ECO; Livingstone et al.
2011), which investigated 25,142 children and
young people aged 9-16 years in 25 European coun-
tries, including Portugal. As a result of this re-
search, it was found that twelve percent of chil-
dren were exposed to cyber bullying via mobile
phones and three percent were exposed to bully-
ing while in an online situation. Among the 1,000
Portuguese children and young people surveyed,
two percent stated that they were exposed to bul-
lying online and 1.3 percent had bullied others.

Over time, due to the possibility that other
types of cyber bullying can also occur and spread,
it is necessary for schoolteachers to prepare ef-
fective coping skills that will enable them to adapt
to the evolving situation. Resultantly, families and
educators will become more aware of their re-
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sponsibilities and will have effective behav-
ioural patterns that will help them to prevent
bullying and reduce the impact of existing bul-
lying. Thus, this research was conducted in
order to determine the opinions of the students
attending a university education faculty on the
subject of cyber bullying.

METHODOLOGY

In this study, the general survey model, which
is a suitable model for this purpose, was used to
determine the views of students in an education
faculty in Northern Cyprus on cyber bullying ac-
cording to their perceptions. According to
Buyukozturk et al. (2008), studies aiming to col-
lect data to determine the specific characteristics
of a group are called survey research.

Participants

The participants of this research consisted of
200 students studying at the education faculty of
a private university in the 2016-2017 academic year
in Northern Cyprus. During the research, conve-
nience sampling was used by the researcher to
select students from classrooms in the faculty.

Data Collection Tool and Implementation

In the study, the questionnaire form “Student
Opinions for Students with Cyber Bullying”, de-
veloped by the researcher was used as the data
collection tool. The questionnaire form, supported
by the literature survey, was applied after evalua-
tion by experts to ensure content validity. The first
part of the two-part questionnaire consists of six
questions on personal information (three for gen-
der, age and class level; three for technological
tool use) and 13 questions on cyber bullying.

Data Analysis
The data from the questionnaire completed
by the students participating in the research were
analysed using the SPSS program. Findings are
explained by percentage (%) and frequency (f).
RESULTS
Findings Related to Demographic Variables

When the distribution of the 200 students
participating in the survey is examined by gen-
der, it is found that 60.5 percent of the students
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who participated in the survey were male and 39.5
percent of the women were male. According to
age range, fourteen percent of the students were
18 yearsold, 18.5 percent were 19 years old, forty
percent were 20 years old, fourteen percent were
21 yearsold and 13.5 percent were 22 or over. The
students were distributed evenly between the
different year groups, with 50 students from each
of the grades 1, 2, 3and 4.

Findings Toward Technological Tool Usage

When the distribution of students who own
their own computers is examined, it is found that
ninety-three percent of respondents confirmed
that they do have access to their own computers,
while seven percent do not. When the students
were asked whether they had access to the Inter-
net, 86.3 percent replied that they do, while 12.7
percent said they do not. When the distribution
of students’ use of the Internet is examined, 16.5
percent of students said they were online for “less
than half an hour”, twenty-two percent were “less
than 1 hour”, 10.5 percent were online for “1 hour”,
16.5 percent were online for “2 hours”, eighteen
percent were online for “3 hours”, 2.5 percent
were online for “4 hours” and fourteen percent
were online for “5 hours or more”.

Findings about Cyber Bullying

The distribution for the methods used for cy-
ber bullying is given in Table 1. When the table is
examined, in response to the question “Which
methods and environments are most frequently
used for cyber bullying?”, 21.5 percent of the stu-
dents gave the response e-mail, 28.6 percent said
chat environments, 17.2 percent said mobile
phone calls, 16.8 percent said text messages 13.8
percent said picture messages and 1.8 percent
said Internet calls.

Table 1: Distribution for methods used for cyber
bullying

Which methods and environments f %
are most frequently used for
cyberbullying?

E-mail 106 21.5
Chat environment 141 28.6
Mobile phone 85 17.2
Text messages 83 16.8
Picture messages 68 13.8
Internet call 9 1.8
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The distribution of students in terms of wheth-
er they had been disturbed by cyberbullying is
given in Table 2. When the table is examined, it is
found that seventy-three percent of respondents
answered yes and twenty-seven percent of respon-
dents gave to the answer no to the question “Did
anyone disturb (cyberbullying) you through mo-
bile phone or other Internet- enabled devices?”

Table 2: Distribution of students who are exposed
to cyber bullying

Did anyone disturb (cyberbullying) f %
you through mobile phone or
other Internet-enabled devices?

Yes 146 73.0
No 54 27.0
Total 200 100.0

When the distribution of the students who
had heard that others were suffering from cyber
bullying was examined, it was found that ninety-
five percent of students answered yes, while five
percent answered no to the question “Have you
heard that your friends in your school or your
group of friends outside have been disturbed by
people through mobile phone or Internet- enabled
devices?”

When the distribution of students who pro-
tect themselves from bullying on the Internet is
examined, seventy-nine percent answered yes,
while twenty-one percent responded no to the
question “Can you protect yourself from bully-
ing behaviours conducted on the Internet?”

When the distribution of the frequency of dis-
turbance on the Internet is examined, fiftyone
percent of the students said 1-5 times, twenty-
one percent answered 6-10 times, and twenty-
eight percent answered “11 times or more” in re-
sponse to the question “How many times have
you been disturbed in the Internet environment?”

When the distribution of students who had
disguised their identity online is examined, in re-
sponse to the question ‘Have you introduced
yourself as a different person on the Internet”,
seventy-nine percent of the students answered
“Never” and twenty-one percent of them an-
swered “1 to 5 times”. However, the existence of
students who do maintain their anonymity is note-
worthy. In the literature, there are other related
studies that emphasize that there are people who
present themselves as a different person on the
Internet (Cubukcu and Bayzan 2013).

MURAT TEZER

When the distribution of students who feel
they can talk to their family in case of exposure to
cyber bullying is examined, forty-seven percent
of the students said they never speak with their
families, eight percent said they could speak very
little with their family, seventeen percent could
speak a little, twelve percent said they can speak
and sixteen percent said they definitely could
speak in response to the question “Can you talk
to your family about this topic?”. The reasons
why students do not prefer to speak to their fam-
ilies about cyber bullying should be investigat-
ed. Zhang and Zheng (2007) reported in their re-
search that some students could even hide their
true thoughts from their families.

When the distribution of students who feel
that they can speak with the teachers in case of
exposure to cyber bullying is examined, it was
found that ten percent of the students said they
cannot talk with their teachers, fourteen percent
can speak only minimally with their teachers, 23.5
percent can talk with their teachers, 25.5 percent
can speak with their teachers and twenty- seven
percent said they can definitely speak with their
teachers.

When the distribution of students who feel
they can talk to a friend about bullying is exam-
ined, the answers to the question “Who can you
talk to about this easily?” revealed that five per-
cent of the students said they cannot talk to their
friends, six percent said can speak a little with
their friends, twelve percent said can talk with
their friends, twenty-five percent can speak with
their friends for the most part and fifty-two per-
cent said they can definitely speak to their friends.

When the distribution of whether the students
considered exposure to cyber bullying on the in-
ternet to be a problem is examined, the answers to
the question “Is it a problem to be disturbed in
the Internet environment?” revealed that for six
percent of students said it is not a problem, twen-
ty percent said it is a minor problem, 57.5 percent
said it is a common problem and 16.5 percent of
students said it is significant problem.

When the distribution of the reactions given
by the students when they have been disturbed
in the online environment is examined, the an-
swers to the question “How would you react if
you were disturbed while browsing the Internet?”,
18.2 percent of them stated that they would tell
their family, 21.3 percent of them said they would
tell their friends 22.3 percent of them said they
would not tell anyone, while 18.2 percent of them
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said that they would disturb the person who had
started the cyber bullying. Cyber bullying has
also been confronted as a social problem caused
by the information age in research on cyber bul-
lying (Narin and Unal 2016).

When the distribution according to the ef-
fects on the students’ experiences in the case of
exposure to cyber bullying is examined, he an-
swers to the question “What would be the im-
pact on your life in the case of exposure to cyber
bullying, 37.7 percent stated that “My relation-
ship with my family can be damaged”, 26.5 per-
cent of them said “My relationship with my friends
can be damaged” and “My relationship with my
school can be hurt”.

In response to the question “If you have been
exposed to bullying in the Internet environment,
has this effected your school life?” fifty- five per-
cent of the students answered “No” and forty-
five percent answered “Yes”. Kowalski et al. (2008)
investigated the literature on the effects of cyber
bullying in their study of people exposed to cy-
ber bullying, and found that these findings were
not influenced by exposure to traditional bully-
ing (depression, low self-esteem, helplessness,
social anxiety, poor concentration and poor aca-
demic performance).

CONCLUSION

The distribution of students participating in
the survey by gender was approximately the same.
When the age distribution of the students was
examined, it was observed that the majority
ranged between the ages of 18 and 21 years. Fur-
thermore, 50 students were selected from the 1st,
2nd, 3rd and 4th year classes in order to consti-
tute the participants of this research. Almost all
of the students were found to own a personal
computer. It is understood that most students
also have access to an Internet connection. More
than half of the students stated that they use the
Internet for 2 hours a day or more based on the
answers to the question “How often do you use
the Internet”.

University students said that chat media,
email, mobile phone conversations, text message,
picture message and Internet call were the envi-
ronments and tools exposed to bullying behav-
iours in the Internet environment. Approximately
half of the students responded affirmatively to
the question of whether they were disturbed
through their mobile phone while surfing on the
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Internet. It is noteworthy that the majority re-
sponded “Yes” to the question “Did anyone dis-
turb (cyber bullying) you with a mobile phone or
another Internet-enabled device?” It has been
found that the majority of respondents answered
“Yes” when asked whether they were able to pro-
tect themselves from cyber bullying behaviour
on the Internet. Many had been disturbed sever-
al times already and knew the precautions that
should be taken. When the distribution of stu-
dents who claimed that they disguise their identi-
ties online is examined, it is understood that the
majority do not choose to follow this path.

In the case of exposure to cyber bullying, near-
ly half of the students said they could not speak
to their parents. Only a minority felt that they
were able to speak comfortably in this regard.
This demonstrates that there may be disconnec-
tions between the students and their families.
When the distribution of students in terms of
whether they believe that they can speak to teach-
ers about bullying was examined, the students
responded that they could talk more easily with
their teachers than their parents. It was also un-
derstood that they could talk more easily with
their friends if they experienced cyber bullying
behaviour.

University students emphasised that expo-
sure to cyber bullying in the Internet environ-
ment is a significant problem and is becoming
more widespread. In this study, the reactions giv-
en by the students were investigated in the case
of disturbance. The order of priority was almost
the same, and that when they are disturbed, “I tell
my family”, “I tell my teacher”, “I tell my friends”,
“l don’t tell anyone” and finally “if they disturb
me, | disturb them in return”. The students stated
that their experiences could be affected by bully-
ing behaviours. Resultantly, it can be seen that
their relationships with their family, friends or
school life can be affected. In fact, nearly half of
the students responded that even their school
achievements could be affected.

RECOMMENDATIONS

This study was conducted only with univer-
sity students. Similar studies can be done in sec-
ondary and high school. As a result of cyber bul-
lying behavior on mobile phones, legal regula-
tions on internet crimes should be made. The rea-
sons for the students to speak more easily with
their friends and teachers about bullying are to
be investigated.



204
REFERENCES

Aricak OT 2009. Universite 6grencilerindeki siber zor-
balik davranislarinin bir yordayicisi olarak psikiyatrik
belirtiler. Eurasian Journal of Educational Research,
34: 167-184.

Bagriyanik, S, Karahoca A 2016. Personal learning en-
vironments: A Big Data perspective. Global Journal

of Computer Sciences: Theory and Research, 6(2): 36-
46. doi: https://doi.org/10.18844/gjcs.v6i2.1474.

Bicen H, Uzunboylu H 2013. The use of social network-
ing sites in education: A case study of Facebook. Jour-
nal of Universal Computer Science, 19(5): 658-671.

Broache A 2006. Anticrime Group Calls for Laws to
Curb” Cyberbullying. CNet News. From <https://
www.cnet.com/news/anticrime-group-calls-forlaws-
to-curb-cyberbullying> (Retrieved on 12 July 2017).

Brody N, Vangelisti AL 2017. Cyberbullying: Topics,
strategies, and sex differences. Computers in Human
Behaviour, 75: 739-748.

Buyiikoztirk S, Gakmak EK, Akgiin OE, Karadeniz S,
Demirel F 2008. Bilimsel Arastirma Yéntemleri. An-
kara: Pegem Akademi.

Buytikoztirk S 2017. Sosyal Bilimler Igin Veri Analizi El
Kitabi. Ankara: Pegem Akademi Yayincilik.

Cahill J, McLoughlin S, O’Connor M, Stolberg M, Weth-
erall S 2017. Addressing Issues of Need, Adaptability,
User Acceptability and Ethics in the Participatory
Design of New Technology Enabling Wellness, Inde-
pendence and Dignity for Seniors Living in Residen-
tial Homes. In: International Conference on Human
Aspects of IT for the Aged Population. Springer, Cham,
pp. 90-109.

Ceker E, Ozdamli F 2016. Features and characteristics
of problem based learning. Cypriot Journal of Educa-
tional Sciences, 11(4): 195-202. doi: https:// doi.org/
10.18844/cjes.v11i4.1296.

Cubukcu A, Bayzan S 2013. Tirkiye’de dijital vatandas-
lik algisi ve bu algiyi internetin bilingli, guvenli ve
etkin kullanimi ile artirma yontemleri. Middle East-
ern & African Journal of Educational Research, 5:
148-174.

Finkelhor D, Mitchell KJ, Wolak J 2000. Online Victim-
ization: A Report on the Nation’s Youth. Alexandria,
VA: National Center for Missing and Exploited Chil-
dren.

Gray C 2017. Review of the book: Impacts of cyberbul-
lying, building social and emotional resilience in
schools. Emerging Perspectives: Interdisciplinary
Graduate Research in Education and Psychology,
1(1): 34-36.

Hosseini Z 2016. The potential of directed instruction
to teach effectively technology usage. World Journal
on Educational Technology: Current Issues, 8(3): 172-
179. doi: https://doi.org/10.18844/ wjet.v8i3.553.

Kagan M, Ciminli A 2016. The examination of relation-
ship between cyber bully, victim at adolescents and
their empathy, personality traits. Online Journal of
Technology Addiction & Cyberbullying, 3(2): 14-34.

Kirik AM 2017. Changing communication process with
new media: The position of young people in the so-
cial sharing networks. Gumushane University, E-Jour-
nal of Faculty of Communication, 5(1): 230-261.

MURAT TEZER

Kowalski R, Limber S, Agatston P 2008. Cyber Bullying:
Bullying in the Digital Age. Malden, MA: Blackwell.

Levent F, Tacgin Z 2017. Examining cyberbullying
tendency and multidimensional perceived social sup-
port status of teacher candidates. Turkish Online Jour-
nal of Educational Technology-TOJET, 16(1): 37-
46.

LIBE 2017. Cyberbullying among Young People. From
<http://www.europarl.europa.eu/RegData/etudes/
STUD/2016/571367/IPOL_ STU(2016)571367_
EN.pdf> (Retrieved on 12 May 2017).

Livingstone S, Haddon L, Gorzig A, Olafsson K 2011.
Risks and Safety on the Internet: The Perspective of
European Children. London: LSE, EU Kids Online.

Mitchell KJ, Finkelhor D, Wolak J 2005. Protecting
youth online: Family use of filtering and blocking
software. Child Abuse & Neglect, 29(7): 753-765.

Moessner C 2007. Cyberbullying. Trends & Tudes, 6(4):
1-4.

Narin B, Unal S 2016. Siber zorbalik ile ilgili haberlerin
turkiye yazili basininda gercevelenisi. Akdeniz lletisim,
(26): 9-23.

National Crime Prevention Council (NCPC) 2014. Stop
Cyberbullying Before It Starts. From <http://www.
ncpc.org/resources/ fi les/pdf/bullying/cyber bullying.
pdf> (Retrieved on 24 April 2017).

Ozcan D, Bicen H 2016. Giftedness and technology.
Procedia Computer Science, 102: 630-634.

Patchin JW, Hinduja S 2006. Bullies move beyond the
schoolyard: A preliminary look at cyberbullying. Youth
Violence and Juvenile Justice, 4(2): 148-169.

Pieper AK, Pieper M 2017. The insulting internet: Uni-
versal access and cyberbullying. Universal Access in
the Information Society, 16(2): 497-504.

Prevalla B 2016. Ethical perception of information tech-
nologies at computer science faculties. Global Jour-
nal of Information Technology: Emerging Technolo-
gies, 6(2): 129-135. doi: https://doi.org/ 10.18844/
gjit.v6i2.886

Strom PS, Strom RD 2005. When teens turn cyberbul-
lies. The Education Digest, 71(4): 35.

Tuna S, Saban A, Coklar A 2017. The case of being a
cyber bully and victim as secondary school students
living in Anamur region. New Trends and Issues Pro-
ceedings on Humanities and Social Sciences, 2(4):
14-23. doi: https://doi.org/10.18844/ gjhss.v2i4

Uzunboylu H, Tugun V 2016. Validity and reliability of
tablet supported education attitude and usability scale.
Journal of Universal Computer Science, 22(1): 82-
93.

Uzunboylu H, Karagozlu D 2017. The emerging trend of
the flipped classroom: A content analysis of published
articles between 2010 and 2015. Revista de Educacion
a Distancia, 1(54): 1-13.

Yildizlar M 2012. Ogretmen adaylarinin égrenme strate-
jileri Gzerine bir ¢alisma. Hacettepe Universitesi Egitim
Fakultesi Dergisi, 42: 430-440.

Yigit T, Sigla M, Aksungur N, Erba S, Palaz U 2007.
Cocuklar Igin Internet Giivenlii: Bir Ebeveyn Kon-
trol Araci. Akademik Bilsim’07, IX Akademik Bilisim
Konferansi Bildirileri, 45-49.

Zhang FZ, Zheng GJ 2007. The research of normal
students’ investigation about teacher’s professional
identity in Henan province. J Tianzhong, 22: 127-
130. Doi: 10.3969/j.issn.1006-5261.2007. 03.038.



